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SSRO-C-154 Security and Information Risk Advisor (SIRA) services
Appendix 2: Questionnaire
[Name of bidder]







[bookmark: _Toc84319574]Section 1: Introduction and guidance
[bookmark: _Toc300056695][bookmark: _Toc84319575]Introduction
1.1. Section 2 of this Questionnaire sets out questions which must be answered in full by a bidder. 
1.2. Parts 1 and 2 are not scored. Part 3 contains the Pass / Fail questions. If a bidder cannot or is unwilling to answer ‘Yes’ to any of the Part 3 questions, their Tender will be deemed non-compliant and automatically rejected.
1.3. Part 4 contains the scored Quality questions. The Quality criteria carries an overall weighting of 60%, which is allocated across questions 4.1 and 4.3. Sub-weightings highlight the relative importance of each question. Where a question is divided into components with separate weightings, each component is scored individually, reflecting its relative importance within that question. For clarity:
· question 4.1 contains 3 components, weighted at 25%, 20%,and 5% respectively; and
· question 4.3 with a weighting of 10%.

1.4. Question 4.2 (Transition) will not be scored and does not contribute to the overall Quality Score. However, all bidders except the incumbent (if submitting a Tender) must provide a response. While the response will not be scored, the SSRO will reject a Tender where the response is fundamentally unacceptable.
1.5. Bidders should refer to Section 5 of the Invitation to Tender for an explanation of how the responses will be evaluated.
2. Document completion
2.1. Bidders must provide an answer to all parts of Section 2, noting the following requirements:
· All responses should be in Arial font, no less than size 11;
· Please do not exceed the word count indicated at the end of each question. All text beyond the word count will not be considered as part of the evaluation. Where CVs, certifications, timetables or schedules are requested, these shall not form part of the word count; 
· Unless otherwise stated bidders must not alter or amend the text as provided in Section 2, and may only make amendments to the document by means of responding to the text as given; and
· Bidders must only submit information with their Tender that they have been requested to provide in this document, the Invitation to Tender or the Specification (Appendix 1).


Section 2: Response Template
	PART 1: Company information

	1.1
	Please state your full company name
	



	PART 2: Contact information

	2.1
	Please state the contact’s name
	

	2.2
	Please state the contact’s telephone number
	

	2.3
	Please state the contact’s e-mail address
	



	PART 3: Pass/Fail questions	

	Bidders please note: 
· The following questions are Pass / Fail questions. 
· If a bidder cannot or is unwilling to answer ‘Yes’, their Tender will be deemed non-compliant and automatically rejected. 
· If a bidder fails to submit their compliant Conflicts of Interest Policy in accordance with question 3.4, their Tender may be rejected.
A bidder must confirm by deleting the inappropriate answer and including any required documentation as part of their Tender.

	3.1
	Do you hold Cyber Essentials Plus accreditation (or do you commit to obtaining it prior to the contract award date)?  

Please provide evidence of the accreditation with your Tender, or written confirmation that the accreditation will be held by the contract award date.
	Yes
	No

	3.2
	Do all individuals delivering services under the contract hold (or do you commit to them holding prior to the contract award date) at least one of the following credentials:
i) 	SIRA Certified Cyber Professional (CCP), as accredited by the National Cyber Security Centre (NCSC); 
ii) 	Membership of the Chartered Institute of Information Security (CIISec); 
iii) Chartered Cyber Security Professional (ChCSP) status; or 
iv) An equivalent certification to any of the above?

Please provide evidence of the credentials held with your Tender, or written confirmation that the credentials will be held by the contract award date.
	Yes
	No

	3.3
	Do all individuals who are proposed to deliver services under the contract hold (or do you commit to them holding prior to the contract award date) UK HMG security clearance at SC level or above?

Please provide evidence that the required security clearances are held, or written confirmation that they will be held by the contract award date.
	Yes
	No

	3.4
	Does your organisation have a Conflicts of Interest Policy that aligns with the requirements of paragraphs 8.2-8.6 of the Invitation to Tender and clause 34 of the contract?

If yes, the Conflicts of Interest Policy must be submitted for assessment with your Tender.
	Yes
	No

	3.5
	Does your organisation hold the types and levels of insurance cover stated at paragraph 4.28 of the Invitation to Tender (or do you commit to obtaining these prior to the contract award date)?

Please provide evidence that the required insurances are held, or written confirmation that they will be held by the contract award date.
	Yes
	No



	PART 4: Quality/Technical Requirement (60%)

	Service requirements
	60%

	4.1
	Service Delivery [paragraphs 3.1 – 3.11 of the Specification]

(i) Please describe your proposed approach to delivering the requirements, demonstrating how your organisation’s experience, methods and resources will ensure high quality delivery of the programme of planned activities (paras 3.5-3.7 of the specification) (25%).

(ii) Please describe your proposed approach to delivering the requirements, demonstrating how your organisation’s experience and methods and resources will ensure the delivery of additional services (para 3.8 of the specification) and ad hoc services (para 3.10 of the specification) (20%).

As part of your response to (i) and (ii), please explain how relevant past experience and case studies inform and strengthen your proposed approach, including how these will contribute to effective, reliable and value-for-money delivery.

(iii) Please provide the CVs of the individuals that will be assigned as Lead Practitioner and Senior Practitioner to the contract and information about the processes the organisation has in place to ensure any certifications and accreditations held by employees proposed to be assigned to the contract are kept up to date (para 3.9 of the specification) (5%).



Answer word count limit: 2000 words (CVs shall not form part of word count limit)
Bidders should insert their responses below (additional space can be added as required)



	50%

	4.2
	Transition [para 4.1 of the Specification] – Not Scored
Please provide details of the planned transition and onboarding activities that you anticipate would be required for taking on the service and the timetable for delivering these.
Responses to this question will not be scored and will not therefore be used in determining the overall Quality scores. Notwithstanding, bidders must note that if any aspect of the response is fundamentally unacceptable to the SSRO, the Tender will be rejected. This does not apply to the incumbent supplier, should they submit a Tender.
Answer word count limit: 500 words
Bidders should insert their response below (additional space can be added as required)


	N/A (0%)

	4.3
	Security Arrangements [para 5.1 to 5.5 of the Specification and Schedule 1 of the Contract] 
Delivering this service may require processing confidential or commercially sensitive information. Please set out your intended approach to handling and storing sensitive information securely in accordance with Schedule 1 of the SSRO’s Terms and Conditions (Appendix 4 the procurement documentation). 
Answer word count limit: 500 words 
Bidders should insert their response below (additional space can be added as required)


	10%
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