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1.	Where Data Processing is involved in the Agreement then this Schedule 8 shall have effect.
2.	Where there is a data breach the Supplier will:
2.1	notify the Customer by phone (if the breach occurs during office hours). 
2.2  	notify the Customer by email immediately (if outside of office hours) as soon as possible on the next working day and speaking to the Data Protection Officer
3.	The Supplier shall comply with the below instructions and any further written instructions with respect to processing by the Customer.
4.	Any such further instructions shall be incorporated into this Schedule.

	Description
	Details

	Subject matter of the processing
	For children with Education Health and Care Plans data will be shared between the EHCP Co-Ordinator, the Provider and home/school. In some circumstances the Provider will share data directly with parents and carers, for example those with an identified personal budget.
For Looked After Children data will be shared between the Virtual School for LAC or Previously LAC, the relevant Provider and the home/school and commissioner.
Where Providers are commissioned outside of the above arrangements e.g. to support the County Council’s duties to provide a good education to children who are medically unfit to attend school, Providers will share data with an Appropriate Case Responsible Officer. This can include the school or academy commissioning the provision directly.

	Duration of the processing
	For the term of the service for each individual or the term of the contract or agreement as appropriate plus any additional retention period required by the Customer.

	Nature and purposes of the processing

	Collecting and recording information in order to provide the service, including any accessibility requirements to access the service.
Collection and recording of information: storage in secure files either in locked cabinets, or password secured and encrypted computer storage. Disclosure must be between vetted staff only or with Customer employees and may be made using a secure transfer system as determined by the Customer. Data retrieval must be undertaken by authorised personnel only.
Data must be retained for 3 months from the end of the contract unless otherwise agreed with the Customer. Data must be securely destroyed using good industry practice at the end of this period.
Information processed may be used for reporting of use of the service.

	Type of Personal Data
	Name, preferred name, school or college, qualifications, place of employment, SEN type, EHCP, LAC, gender, ethnicity, address, date of birth, images, phone number, email address, health information relevant to the service including GP surgery contact information and GP name, medical conditions that may require monitoring or attention or affect the service provided or the way in which the service is provided, primary support reason, location data, information about the service provided during the contract term, all other types of personal information.

	Categories of Data Subject
	Service users

	Plan for return and destruction of the data once the processing is complete UNLESS requirement under union or member state law to preserve that type of data
	In the event that the contract or agreement is ended, all data must be returned securely to the Data Controller within 1 month by a method agreed at the time with the commissioner.





