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[bookmark: _heading=h.a9oj0plgc17n]Appendix I: Tender Stage
Pass/Fail Requirements 

Please confirm that your organisation:
Question	Response Declaration	Evidence Required	Submitted 
Legal, Tax and Commercial Standing
Is registered on the Central Digital Platform for Public Sector opportunities		Yes/No	Upload your Share Code Pack (PDF)	Yes/No
Will adhere to UK and local laws and has relevant policies in place (e.g. data, anti-bribery, safeguarding)	Yes/No	Upload copies and/or summaries of relevant internal policies	Yes/No
			
			
Insurance, Budget and Financial Delivery 
Can confirm or will obtain, before contract commencement, appropriate insurance cover for risk and liability.		This should include, but not be limited to, public liability, professional indemnity, and employer’s liability insurance 	Yes/No	Please upload copies of current insurance certificates (or local equivalents), detailing the type of cover, geographic scope, limits of indemnity, and expiry/renewal dates, where available	Yes/No
			
			
Compliance, Information Security and GDPR
Requires clarification and/or adaptation to any element(s) of the University’s Terms and Conditions in order to comply with their country or region’s specific regulatory or legislative requirements. 	Yes/No	If yes, these must be clearly shown on a separate document with the original clause shown and the qualification shown below it.  		Any such clarifications will be subject to review and approval by the University and may impact eligibility to proceed.	Yes/No
Will collaborate with the University to ensure ongoing compliance with UK GDPR requirements in the delivery of services	Yes/No	As per the Compliance questions 	N/A
Has a Business Continuity strategy in place			Yes/No	Please complete and upload the Business Continuity Questionnaire (Appendix L)  	Yes/No
Do you have a secure facility in which to store the certificates with suitable and sufficient access controls, restricted to users with role-based requirements to view, amend, or delete data  (in line with Article 5(f) and Article 32 of UK-GDPR).	Yes/No	Please upload details of the proposed secure location and measures that are in place to ensure security that protects against theft and damage	Yes/No
Are you registered with the Information Commissioner’s Office (ICO)		Yes/No	Please upload proof of registration	Yes/No


Quality Requirements:

In order for the University to assess the quality of the certificate samples, suppliers must provide samples of the selected items in the table below. 

	Mock Up Requirement - Pass / Fail 
	Sent

	Mock Up of Certificate (as it would arrive with the student including envelope and covering letter) 
	YES / NO



Please confirm on the tender portal when you have sent them and we can then ensure that we have received them by 26th November 2025. 
Mock Ups should be sent to the address below with the reference Certificate Mock Ups.  
FAO - Vicky Badger
The Procurement Team
Buckley 2.01
Oxford Brookes University 
Gipsy Lane
Headington
Oxford 
OX3 0BP 





[bookmark: _heading=h.j3joc8cdtevv]Physical Certificate Production and Fulfillment

	1. The University has always utilised the security features for the certificate, as detailed within the specification.  Please describe other and/or alternative recommendations for certificate security elements which could be included on the University’s certificate including the level of protections they could provide. Real examples and/or previous applications are preferred. We would also welcome your view on the use of holograms and litho-printing.  

	[Insert your response here]



	2. Please detail how you manage student cohorts who need different certificate templates. Please confirm how you accommodate ad-hoc print requests that may have bespoke formatting requirements at short notice. 

	[Insert your response here]



To ensure the integrity, efficiency, and delivery of both printed certificates and the variable data infill, please provide comprehensive details on your proposed operational workflow and error management protocols, including but not limited to the following specific areas referenced in the University's requirements: (please ensure each point is referenced in your response and add any additional in as 3h etc) 	3a) Data Transfer and Proofing: Detail the secure mechanism and process used for the University to share variable student data with the supplier, specifically describing how proofs are generated and made instantaneously available on the online portal for University review and approval before a full print run commences (as per Section III.F).	3b) International Data: Confirm your capability to accurately process and print international characters (e.g., umlauts, accents) when infilling awardees' personal details on the certificate.	3c) SLAs for delivering certificate print jobs e.g. certificate batches of 200, 1000 and 5000.  	3d) Data Validation and Error Resolution: Describe your process for performing error checks and data validation on the data sets provided by the University. Further, detail the compensation structure or guarantees you offer for resolving 	3e) Tracking and Inquiry Response: Detail the tracking mechanisms and reporting processes available to the University to efficiently respond to student inquiries regarding undelivered certificates. Specifically, confirm the guaranteed timescale for providing individual tracking numbers (both to the University via report and to the student via email).	3f) Lost Certificate Process: Outline the proactive steps and process you have in place for attempting to recover certificates deemed lost in delivery before initiating a reprint.	3g) Stock Control Reporting: Describe your approach to managing stock (envelopes, certificate paper, holograms) including how you ensure the Management Information (MI) report provides accurate and correct stock reports on the first Monday of every month, and the automated mechanisms you use to notify and flag low stock levels to the University's Contract Manager.
[Insert your response here]

[bookmark: _heading=h.yuwbbju6w40c]Future Capability 
Oxford Brookes is committed to delivering on sustainability, net zero and social value.  Please explain what you can do to help us achieve these 3 areas and provide information on the following: 	4a) Details of environmental management systems you have in place and upload.	4b) Copies of your environmental/ sustainability policies where applicable/and/or demonstrate how	4c) How your environmental sustainability impacts are controlled.  	4d) Details of how the products will incorporate minimal packaging and utilise sustainable materials e.g. FSC/ Recycled paper/ recyclable plastic  Information Only 	
[Insert your response here]


	3. In the future or at the start of the contract there may be a requirement to provide awardees with an e-certificate.  
5a) Please provide information on your capability and experience to provide an e-certificate solution, including but not limited to security features and portal functionality for users, how you can meet this requirement and support this request within the contract. Whether there is the opportunity for a hybrid model (e-certificate as well as printed certificate) and what options you have for this type of model. 
5b) Suggestions of what you think the University should be looking at in the future with this contract to help deliver on our net zero target.  Information Only

	[Insert your response here]




Please explain how you are developing / continually improving your product offer and remaining current with document security. Information Only 
[Insert your response here]

[bookmark: _heading=h.egiihv4xfgs8]Student and Third-Party Access (Electronic Transcripts)
	4. Please upload a 3-5 minute video of the portal from both the student perspective of how they access their transcript from login to view as well as the University side of the portal from login to include how staff would view the list of included students, view and edit student personal details, please also provide details of how staff  provide details of your proposed transcript portal including but not limited to:-
7a) The implementation process of your online portal including but not limited to what is required from the University to enable the onboarding and implementation.
7b) How do you manage the provision of transcripts electronically?
7c) How long from upload is the student notified by email that they can access their transcript?
7d) Your processes for failures to upload
7e) How you manage ongoing access to electronic transcripts when a student's username changes and / or if a student has multiple registrations of study
7f) Your systems process to handle a student's multiple institutions of study, and/or a student's different levels of study, eg undergraduate and postgraduate from Brookes, but the same personal email address
7g) How you manage differing templates and variable data fields for suppressing/publishing as required 
7h) How you accommodate requests to change transcript templates for specific cohorts
7i) How long you retain data and how long transcripts will be available to students, bearing in mind the minimum retention requirements within the specification? 
7j) How you minimise against technical disruption. Please present your SLAs in dealing with any technical difficulties.
Any other relevant information regarding your online portal and the specification requirements   

	[Insert your response here]



	5. The University requires a method for students to be able to contact the supplier to report access issues with the portal, especially at busy times of the year. 

Please confirm what provision you can provide, including but not limited to communication channels, communications provided to students in setting up accounts and the guidance material offered to them in using the portal, availability and SLA to respond to student enquiries. 

	[Insert your response here]


[bookmark: _heading=h.d4ysbp7xnd3f]
[bookmark: _heading=h.8z0y4qk6oa4m]Management Information (MI) Reporting
	6. Please explain how the University is supported by your account management approach including how your invoicing process and in particular the breakdown of items and postal charges. Please describe any additional breakdown information you provide as part of charging. 

	[Insert your response here]



Please explain your exit strategy ensuring students can either retain access for the minimum mandated 5 years within the specification and/or how data is transferred. Please detail relevant exit strategy situations such as data control etc.  
[Insert your response here]

[bookmark: _heading=h.aqm7g067r2gz]Data Security and Compliance 
	7. The solution will involve high volume processing of data and the risk of compromise has implications for personal freedoms and fraud.

Please describe how your proposed solution will ensure appropriate technical and organisational information security safeguards are utilised. Your response should reference how your platform will provide a defence against common cybersecurity threats and how the solution will ensure the University complies with its obligations under the UK data protection legislation.

In demonstrating what controls are in place to maintain the confidentiality, integrity and availability of Oxford Brookes' information assets you should describe and upload evidence of the following:

1. Relevant certification (e.g. ISO 27001, Cyber Essentials Plus, SOC 2 Type 2 etc.).
2. Policy controls.
3. Technical controls to protect platform and company infrastructure (incl. network, device, and access controls such as multi factor authentication).
3. Backup and recovery capabilities and processes.
4. Platform security testing and vulnerability management.
5. NCSC Cloud Security Principles alignment, WCAG 2.2 AA.
6. ISO 14298 for the print stream, with a roadmap to UK eIDAS‑conformant e‑seals
7. BS 10008 for electronic records prior to e‑certificate go‑live.
8. Information and its classification should be clearly defined as per standard ISO/IEC 27001/27002 Annex A Control 5.12 and in alignment with the relevant NCSC CAF Principle B3 for identifying data and applying suitable and sufficient controls.
9. The management of personal data with respect to UK Data protection laws: DPA, 2018, UK GDPR (2021), DUA Act 2025, and PECR 2003 compliance should be evident in your tender submission as necessary or has been considered.
10. Registered with the Information Commissioner's Office (ICO) as a Data Controller.
11. If payment card transactions are part of any service directly or indirectly to Brookes then you require PCI-DSS compliance.
 
This includes your processes with any third parties and/or subcontractors outlined within your bid. 
Pass/Fail

	[Insert your response here]


[bookmark: _heading=h.uvfw075lo8l4]References 
Please provide details of a minimum of two reference sites, preferably from the Higher Education sector and/or the Public Sector. The named contact provided should be able to verify the accuracy of the written evidence you provide. Pass/Fail
	Reference 1	Reference 2
Organisation	[Insert your response here]	[Insert your response here]
Contact Name	[Insert your response here]	[Insert your response here]
Contact Position	[Insert your response here]	[Insert your response here]
Contact Email	[Insert your response here]	[Insert your response here]
Contact Phone No.	[Insert your response here]	[Insert your response here]
Description of Contract (please note you may submit a supplementary appendix or case study if required)	[Insert your response here]	[Insert your response here]
Contract Start Date	[Insert your response here]	[Insert your response here]
Contract End Date	[Insert your response here]	[Insert your response here]





Award Methodology:
The table below details the methodology to be used in assessing the responses relating to this tendering exercise.
	Comment  
	Judgement  
	Marks available

	Clear, relevant and well detailed response that addresses all the requirements and provides the evaluator with confidence that the service will be provided to an excellent standard.  Demonstrates in detail how all the relevant requirements of the specification will be met.
	Excellent 
	5

	Clear and relevant response that addresses all the requirements and provides the evaluator with confidence that the service will be provided to a good standard.  Demonstrates how all or most of the relevant requirements of the specification will be met.  The information may lack relevant detail in areas, but this does not cause the evaluator concern over the future delivery of services.
	Good
	4

	Response addresses all or most of the requirements and provides the evaluator with confidence that the service will be provided to an acceptable standard. Demonstrates how all or most of the relevant requirements of the specification will be met.  However, the information lacks some relevant detail and/or raises issues which causes the evaluator minor concern over the future delivery of services.
	Satisfactory 
	3

	Response addresses all or some of the requirements but does not provide the evaluator with confidence that the service will be provided to an acceptable standard. Demonstrates how all or most of the relevant requirements of the specification will be met. However, the information is lacking relevant detail and/ or raises issues which gives the evaluator more than minor concern over the future delivery of the services.
	Unsatisfactory
	2

	Response addresses all or some of the requirements but does not provide the evaluator with confidence that the service will be provided to an acceptable standard.  Fails to demonstrate how most of the relevant requirements of the specification will be met.
	Poor 
	1

	Response does not address any of the requirements. Response fails to provide the evaluator with confidence that the service will be provided to an acceptable standard.  Does not demonstrate how any of the relevant requirements of the specification will be met.
	Failed
	0
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