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This is a published notice on the Find a Tender service: https://www.find-
tender.service.gov.uk/Notice/032987-2022

Not applicable
Cyber Remediation Cyber Ops Delivery Partner

H M Revenue & Customs

F14: Notice for changes or additional information

Notice identifier: 2022/S 000-032987
Procurement identifier (OCID): ocds-h6vhtk-037eee
Published 21 November 2022, 4:09pm

Section I: Contracting authority/entity

I.1) Name and addresses

H M Revenue & Customs

Trinity Bridge House 2 Dearmans Place
Salford

M3 5BS

Contact

James Gadsby

Email

james.gadsby@hmrc.gov.uk

Telephone
+44 3000587701

Country


https://www.find-tender.service.gov.uk/Notice/032987-2022
https://www.find-tender.service.gov.uk/Notice/032987-2022
mailto:james.gadsby@hmrc.gov.uk
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United Kingdom

Region code

UK - United Kingdom

Justification for not providing organisation identifier
Not on any register

Internet address(es)

Main address

https://hmrc.gov.uk


https://hmrc.gov.uk
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Section II: Object

Il.1) Scope of the procurement

I1.1.1) Title

Cyber Remediation Cyber Ops Delivery Partner
Reference number

SR1106927712

11.1.2) Main CPV code
e 72000000 - IT services: consulting, software development, Internet and support

I1.1.3) Type of contract
Services
11.1.4) Short description

HMRC Chief Digital and Information Office (CDIO) is the internal department tasked with
the provision of critical IT services, which enable billions of pounds of annual tax revenue,
customer interfaces, and other UK tax operational systems.

The Enterprise Security Programme has secured investment for a three-year period which
started April 2022. The investment for 2023/24 will contribute to HMRCs objectives by
delivering enterprise-wide security improvements and support strategic planning and
delivery activities (transformational, remediatory and enabling).

The Cyber Remediation and Cyber Operations Projects are 2 of 5 projects within the
Enterprise Security Programme. Their objective is to deliver risk mitigation by remediating
known vulnerabilities across our systems and services through the application of patches,
configuration changes and encryption, additional access & session monitoring controls as
well as strengthening networks/vulnerability assessment security controls/assurance and
enhance HMRCs capability to mitigate, detect and respond to Cyber Security threats.

Section VI. Complementary information

VI.6) Original notice reference

Notice number: 2022/S 000-031141



/Notice/031141-2022
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Section VII. Changes

VII.1.2) Text to be corrected in the original notice

Section number
[1.2.4

Instead of

Text

This notice has been edited to remove sensitive information after publication.
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